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Abstract 
This paper examines mean and volatility spillovers between three major cryptocurrencies
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equities or gold, both unconditionally and conditionally. Specifically, he measures the 

conditional tail-risk using the CoVaR (conditional value-at-risk) method introduced by Adrian 
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with smaller trading volumes are found to contribute to the propagation of shocks. By 

contrast, Koutmos (2018) detects a dominant role for Bitcoin in terms of return and volatility 

spillovers among the 18 largest cryptocurrencies by market capitalization; he also finds that 

spillovers have been increasing over time and exhibit spikes corresponding to major news 

events concerning cryptocurrencies. Katsiampa (2019) estimates a GARCH-BEKK model and 

finds volatility co-movements between five cryptocurrencies; further, Litecoin and Bitcoin 

both exhibit a structural break in their conditional variance. Antonakakis et al. (2019) 

investigate network connectedness between nine cryptocurrencies using an approach which 

extends the framework of Diebold and Yilmaz (2014), specifically time-varying parameters 

principal component analysis (TVP-PCA); since connectedness appears to follow a decreasing 

trend, they then split the sample into pre- and post-August 2017 sub-samples on the basis of an 

increase in market capitalization at that time, and show that lower volatility is associated with 

weaker connectedness. Omane-Adjepong and Alagidede (2019) examine market 

connectedness between seven cryptocurrencies using wavelet methods and also investigate 

volatility linkages by estimating GARCH specifications; they find various non-homogenous 

spillovers and possible diversification benefits within intra-week to intra- monthly time 

horizons for specific pairs. 

Most recently, Corbet et al. (2020) analyse the contagion effects between Chinese stock 

markets resulting from the COVID-2019 pandemic; the evidence based on high-frequency 

data suggests an increase in the dynamic correlations between Chinese stock indices, gold and 

Bitcoin, i.e. the latter do not act as hedges, or safe havens, but instead amplify contagion. 

Similar conclusions are reached by Conlon and McGee (2020) vis-à-vis the S&P500. In 

general, cryptocurrencies seem to be suitable for diversification purposes but not as a hedge 

(see Gil-Alana et al., 2020; Liu, 2019; Tiwari et al., 2019, Feng et al., 2018).
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different types, targets and number per day of cyber attacks as explained below. In brief, 
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ƒ(xt | It-1; θ) = (2π)-1 | Ht |-1/2 exp(- 
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parameters a12 and g12, and a13 and g13 respectively; a13* and g13*, and a
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variable trap. The Chicago Board Options Exchange (CBOE
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4. Empirical Analysis 

4.1. Hypotheses Tested 

We test for volatility spillovers and contagion by placing restrictions on the relevant 

parameters and computing the following Wald test: 

                                                                                            (7) 

where R is the q´k matrix of restrictions, with q equal to the number of restrictions and k 

equal to the number of regressors;  is a k´1 vector of the estimated parameters, and   

is the heteroscedasticity - robust consistent estimator for the covariance matrix of the 

parameter estimates. The tests involve joint hypotheses at two and four degrees of freedom 

(k). 

Overall we test nine sets of null hypotheses, three for each cryptocurrency. Below we report 

three sets of null hypotheses where spillover or contagion originates from Bitcoin. 

Tests of no volatility spillovers and/or contagion. 

H01: No volatility spillovers and no contagion from Bitcoin to Litecoin: a31= a31* = g31= g31* = 

0. The null hypothesis assumes that volatility in Litecoin is never influenced by volatility in 

Bitcoin, neither over the full sample period nor specifically during episodes of turbulence 

associated to cyber-attacks. 

H02: No 
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Finally, we compute conditional correlations between Bitcoin and Litecoin as r13,t = 

h13,t/(√h11,t√h33,t),  Ethereum and Bitcoin as r23,t = h23,7/(√h22,t√h33,7), and Ethereum and Litecoin 

as r12,t = h12,t/(√h11,7√h22,t), respectively, and test for increases during days attacks were 

registered compared to days when attacks did not occur. The test results are reported in Table 

7. 

 

4.2.   Discussion of the Results  

In order to test the adequacy of the models, Ljung–Box portmanteau tests were performed on 

the standardized and standardized squared residuals. Overall, the results indicate that the 

selected VAR-GARCH(1,1) specification captures satisfactorily the persistence in the 

volatility of cryptocurrencies in all estimated models. There is evidence of causality effects in 

the conditional mean and variance, 
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Ethereum (β21* = -0.117), which suggests that cryptocurrency investors react to cyber 
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Finally, there is also evidence of co-movement between cryptocurrencies, as shown by the 

conditional correlations obtained from the VAR-GARCH(1,1) model (Figure 4). In particular, 

when attacks are not taken into account, the conditional correlations between the three 

cryptocurrencies are 
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Table 1. Data description 
 

Variable Description 
Government Cyber-
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Table 2. Descriptive Statistics 
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Table 3. Multivariate GARCH(1,1) Parameters Estimates – Crypto Currencies Cyber-Attacks  
   

No cyber-attacks  Number of cyber-attacks per day  
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Table 5. Multivariate GARCH(1,1) Parameters Estimates – Cyber-Attacks by Target 
   

No cyber-attacks  Number of cyber-
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Table 6. Multivariate GARCH(1,1) Parameters Estimates – Cyber-Attacks to the United States 
  

No cyber-attacks  Number of cyber-attacks per day 
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Table 7. Tests of Changes in Conditional Correlations  
 

Number of cyber-attacks  
per day 

Total Number of cyber-
attacks (% over the total) 

Correlations  

  Bitcoin - Litcoin  Bitcoin - Ethereum  Ethereum - Litcoin  

  Mean Variance Reject H0
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Figure 1. Cryptocurrencies 
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Figure 2. Cyber-Attacks by Target 
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Figure 3. Cyber-Attacks by Type 
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Figure 4. Conditional Correlations 
 

 
 

 
 

 


